Sop for client migration

Step -1 : Attach the Lan cable to the user PC which you need to migrate and get
Ip address from DHCP.

-Go to network adapter setting,

-click on ethernet and click ipv4 as you see in below picture.
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Then click obtain an IP address automatically and obtain DNS server
automatically.

- After that click OK and close.
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Sop for client migration

Step- 2 : Go to browser and type: vpn.nic.in/cag.html. (for anyconnect
downloading)

T | [ https/Avpnnicin/eag.html x|+
<~ (@) [ hitpsy//vpn.nicin/cag.html s B O =

https://aaal-1aadnet.nic.in:8443/portalPortalSetup.action?portal=b8737937-cc20-4f1c-9070-342£73825da6

Step-3: Copy this link which is given in the above, copy it and paste it to new
window of browser.

Step3: Enter Username and Password.
Username-test50

Password-Cpp@1234
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o]
Client Provisioning Portal_NIC
cisco e
Sign On
Welcome to the Client Provisioning Portal. Sign on with the username and password provided to you.
Username:
|
Password:

Step- 4: Click start and click on this is my first time here.

cisco Client Provisioning Portal_NIC

Device Security Check
Your computer requires security software to be installed before you can connect to the network.

Start

cisco Client Provisioning Portal_NIC

Device Security Check
‘Your computer requires security software to be installed before you can connect to the network.

Unable to detect AnyConnect Posture Agent

+ + This is my first time here

+ Remind me what to do next

Step- 5: Click on the dowload link of anyconnect and after dowloading run file
runit.
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cIsco Client Provisioning Portal_NIC

Device Security Check
Your computer requires security software to be installed before you can connect to the network.

Unable to detect AnyConnect Posture Agent

+ This is my first time here

1. You must install AnyConnect to check your device before
accessing the network. Click here to download and install
AnyConnect

2. After installation, AnyConnect will automatically scan your
device before allowing you access to the network.

3. You have 5 minutes to install and for the system scan to
complete.

Tip: Leave AnyConnect running so it will automatically scan
your device and connect you faster next time you access this
network.

. You have 5 minutes to install and for the compliance
“*  check to complete

+ Remind me what to do next

Step- 6: The file will run automatically and pop up shows of connect anyway,
click onit.
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Step-7: After installation anyconnect it will ask for the restart, just yes to
restart and wait for the window to open, after that the pop up will come which
is asking for USERNAME and PASSWORD.

Cisco AnyConnect | CAG_Wired

Please enter your username and password for the
network: CAG_Wired

Username: l |

Password:

[] Show Password
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Step-8: Type username (official mail id) and password then click OK.

Step-9 : Click on ‘system scan’ in any connect pop up.

VPN:
Ready to connect.

Network:
Connected (10.52.56.165)

CAG_Wired

System Scan:
Scanning system ...
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Step-10: Uncheck the Block connection of untrusted server. And wait for
compliance.

@ Cisco AnyConnect Secure Mobility Client =

hal, AnyConnect Secure Mobility Client

cisco
Status Overview System Scan
VPN Preferences Statistics  Security Products  Scan Summary Message History
[ Block connections to untrusted servers

Network

System Scan
e
3.224)
—_——

Collect diagnostic information for all
installed components.
Quired on current Wi-fi.
Diagnostics...

- you will connect to the network with compliance. As you see below picture
connected with green both ticks.

@ Cisco AnyConnect Secure Mobility Client

Connected (10.52.40.220)

| cac_wired
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