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Access of SPARROW Application Through SACESS

Introduction:

SACCESS is an application providing WebVPN over internet. NIC WebVPN service
provides user friendly and secure access to internal applications over public
network. Users can access internal web applications hosted in NIC Data Centers over
any internet connected device using a web browser.

This setup helps ensure that only authorized personnel can access sensitive or
restricted government applications, enhancing both security and efficiency.

Steps to access SPARROW application through SACCESS:

Step I: Officer will login using their official NIC or government email credentials into
SACCESS portal. (URL: - https://saccess.nic.in) (Refer Fig: 1.0)
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NIC WEBVPN Sign-in

NIC WebVPN service provides user friendly and secure access to
internal applications over public network.

nal web applications hosted in NIC Data
net connected device using a web browser.
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Unauthorized access is prohibited. All access is logged on NIC
WebVPN,

== Click here to download HySecure Client.

Fig: 1.0
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Step II: Officer authenticate in SACCESS portal by choosing either one of the two
options (Refer Fig: 1.1).

1. Through OTP on the registered Mobile Number
2. Or through Mobile Token (Mobile Token based OTP is provided via TOTP
supported mobile apps. SMS OTP is provided via text message)
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Mobile Token based QTP is provided via TOTP supported mobile apps. SMS OTP is provided via text message.
NIC WEBVPN Sign-in
More Authentication required.
NIC WebVPN service provides user friendly and secure access to
internal applications over public network @ Send OTP to mobile number 917+==x=x 227
Maobile Token

Users can access internal web applications hosted in NIC Data

Centers over any internet connected device using a web browser, Resend OTP

Please contact your respective NIC coordinator for details Please enter the OTP received on mabile number

regarding accounts and access. 9120 7. You have exhausted 1 out of 3 OTP

request attempts,
Unauthorized access is prohibited. All access is logged on NIC
WebVPN.
== Click here to download HySecure Client.
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Step III: Officer will get respective SPARROW service icon (Refer Fig: 1.2).
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Unauthorized access is prohibited. All access is logged on NIC WebVPN.

‘Welcome to HySecure
WEB APPLICATIONS

Message from administrator

In case the application/website is &%
not working after login into
saccess, please click on SPARROW

WebVPN_Test. If WebVPN_Test
works then saccess is working
fine. Please contact application/
website providers for issues
related to it.
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Fig: 1.2

Step IV: By clicking on respective service icon (Refer Fig: 1.3) will redirect the user
to SPARROW login page.
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Note: To get an account in SACCESS, officials may contact their respective NIC
Coordinators.



